Directoryl ndex index php

<IfModul e mod_rewrite, o
RewriteEngine On

# Redirect to URT without front controller to prevent dupllcate content

# cwith and without “/app php’i, Only do this redirect on the initial

# rewite by Apache and not on subsequent cycles, Otherwl se we would get an
# endl ess reditrect 1oop (reqguest -» rewrite to front controller -3

# redirect -» reguest -x .., 0,

# 50 In case you get 3 "too many redirects" error or you a3l ways get redirected
# to the startpage because your Apache does not expose the REDIRECT_STATLUS
# environment wariable. you have 2 chol ces:

# - disable this reature by commenting the following 2 11nes or

# - use Apache >= 2 3 9 and replace all L flags by EHD flags and remove the
#  following Rewl teCond Cbest =solutlond

RewriteCond #{EMV: REDIRECT_STATUS: %

RewriteRule “indexh. phpl/C, #11 $) ¥{COMTEXT_PREFIX:/$2 [R=361, L]

# If the requested filename exists, simply serve I,

# We only want to 1et Apache serve f1l1es and not di rectorl es,
RewriteCond ¥{REQUEST_FILEMAMEY -f

RewriteRule .7 - [L]

# The following rewites all other gueries to the front controller. The

# condi tion ensures that 17 you are using Apache allases to do mass virtual
# hosting, the base path will be prepended to allow proper resolution of the
# app php file; 1t will work In non-3liased environments a5 well, providing
# 3 safe. one-size fits all solution,

RewriteCond #{REQUEST_URIX:: &1 “C/, +20, +):: 428

RewriteRule ™, #) - [E=BRASE: ¥11

RewriteRule . 7 %{EMV: BASEX i ndex, php [LI

# Order dery, allow

# Deny from all

# AuthHame "Fassword protected”

# AuthType Basic

# AuthllserFile /pathstos, bt passwd

# Require valld-user

# Allow from 127, 4 68 1 # your yeslink phone TP,
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